
739 

Off. of Science and Tech. Policy and Nat’l. Security Council § 202.3 

(e) The Director of the Office of 
Science and Technology Policy is the 
single point of authority within the 
Federal Government for the wartime 
emergency functions under section 706 
of the Communications Act (47 U.S.C. 
606) with respect to the allocation and 
use of surviving resources in support of 
national objectives enunciated by the 
President. Authority may be redele-
gated as necessary and when it can be 
exercised within boundaries estab-
lished by Presidential authority. 

(f) Radio frequency utilization during 
a wartime emergency will be in accord-
ance with authorizations, assignments, 
and mobilization plans in existence at 
the onset of the emergency. Subject to 
the overriding control of the Director, 
OSTP, under the President’s War 
Emergency Powers, spectrum manage-
ment regarding the authorization and 
assignment of radio frequencies will be 
made by the National Telecommuni-
cations and Information Administra-
tion (NTLA) for the Federal Govern-
ment, and the Director, OSTP, through 
the FCC, for all other entities subject 
to the Commission’s jurisdiction. 
Radio stations are subject to closure if 
considered a threat to national secu-
rity. 

(g) Section 706 of the Communica-
tions Act of 1934, as amended, confers 
authority to the President in the mat-
ter of suspension of all rules and regu-
lations pertaining to the use and oper-
ation of telecommunications facilities, 
public or private during wartime emer-
gencies. 

§ 202.2 Criteria and guidance. 
NS/EP planning in government and 

industry with respect to effective con-
servation and use of surviving tele-
communications resources in a dis-
aster, emergency or postattack period 
must provide for orderly and uninhib-
ited restoration of services by the car-
riers and authoritative control of serv-
ices allocation which will assure that 
priority will be afforded the most crit-
ical needs of government and the pri-
vate sector with respect to these objec-
tives. 

(a) The preservation of the integrity 
of characteristics and capabilities of 
the Nation’s telecommunications sys-
tems and networks during wartime or 

non-wartime emergencies is of the ut-
most importance. This can best be ac-
complished by centralized policy devel-
opment, planning, and broad direction. 
Detailed operations management will 
remain decentralized in order to retain 
flexibility in the use of individual sys-
tems in responding to the needs of na-
tional security, survival and recovery. 
Each Federal agency responsible for 
telecommunications systems oper-
ations, and the carriers, are responsible 
for planning with respect to emergency 
operations. Guidance in this matter 
has been issued from a number of 
sources and contained in: 

(1) Annex C-XI (Telecommuni-
cations), Federal Emergency Plan D 
(Classified). 

(2) National Plan for Telecommuni-
cations Support in Non-wartime Emer-
gencies. 

(3) The National Communications 
System Management Plan for Annex 

C-XI (Telecommunications) Federal 
Emergency Plan D (Classified). 

(b) The continuity of essential com-
munications services will be main-
tained through the use of controls and 
operational procedures to assure that 
priority is given to vital services. NS/ 
EP telecommunications services entail 
policies, procedures and responsibil-
ities as described in parts 211 and 213 of 
this chapter. 

(c) The Nation’s telecommunications 
systems facilities are vulnerable to 
physical and radiological damage. 
Planning factors with respect to the re-
sumption of services in a disaster or 
postattack period must consider the 
probable loss of facilities which for-
merly provided direct and/or alternate 
intercity services among surviving pop-
ulation centers. Since surviving areas 
and population centers would serve as 
the sources of support to crippled areas 
of the Nation, the resumption of serv-
ices between and among surviving met-
ropolitan areas will be a high priority 
with the carriers. 

§ 202.3 Plans preparation and execu-
tion. 

Federal authority, substantive provi-
sions, and functional responsibilities of 
the executive office are summarized in 
the following: 
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(a) Wartime emergency functions. (1) 
The Assistant to the President for Na-
tional Security Affairs (the National 
Security Advisor) shall provide general 
policy direction for the exercise of the 
war power functions of the President 
under section 706 of the Communica-
tions Act (47 U.S.C. 606), as amended, 
should the President issue imple-
menting instructions in accordance 
with the National Emergencies Act (50 
U.S.C. 1601). 

(2) The Director of the Office of 
Science and Technology Policy shall 
direct the exercise of the war power 
functions of the President under sec-
tion 706(a), (c)–(e) of the Communica-
tions Act (47 U.S.C. 606), as amended, 
should the President issue imple-
menting instructions in accordance 
with the National Emergencies Act (50 
U.S.C. 1601). 

(b) Non-wartime emergency functions. 
(1) The National Security Advisor 
shall: 

(i) Advise and assist the President in 
coordinating the development of pol-
icy, plans, programs and standards 
within the Federal Government for the 
identification, allocation and use of 
the Nation’s telecommunications re-
sources by the Federal Government, 
and by State and local governments, 
private industry and volunteer organi-
zations, upon request, to the extent 
practicable and otherwise consistent 
with the law, during those crises or 
emergencies in which the exercise of 
the President’s war power functions is 
not required or permitted by law. 

(ii) Provide policy oversight and di-
rection of the activities of the NCS. 

(2) The Director of the Office of 
Science and Technology Policy shall: 

(i) Provide information, advice, guid-
ance and assistance, as appropriate, to 
the President and to those Federal de-
partments and agencies with respon-
sibilities for the provision, manage-
ment or allocation of telecommuni-
cations resources during those crises or 
emergencies in which the exercise of 
the President’s war power functions is 
not required or permitted by law. 

(ii) Establish a Joint Telecommuni-
cations Resources Board (JTRB) to as-
sist the Director in providing informa-
tion, advice, guidance and assistance, 
as appropriate, to the President and to 

those Federal Departments and agen-
cies with responsibilities for the provi-
sion, management, or allocation of 
telecommunications resources, during 
those crises or emergencies in which 
the exercise of the President’s war 
power functions is not required or per-
mitted by law. 

(c) Planning and oversight responsibil-
ities. (1) The National Security Advisor 
shall advise and assist the President in: 

(i) Coordination and development of 
policy, plans, programs and standards 
for the mobilization and use of the Na-
tion’s commercial, government, and 
privately owned telecommunications 
resources to meet national security 
and emergency preparedness tele-
communications requirements. 

(ii) Providing policy oversight and di-
rection of the activities of the NCS; 
and 

(iii) Providing policy oversight and 
guidance for the execution of the re-
sponsibilities assigned to the Federal 
departments and agencies by Executive 
Order 12472. 

(2) The Director of the Office of 
Science and Technology Policy (or a 
designee) shall: 

(i) Advise and assist the President in 
the administration of a system of radio 
spectrum priorities for those spectrum 
dependent telecommunications re-
sources of the Federal government 
which support national security and 
emergency preparedness telecommuni-
cations functions. 

(ii) Certify or approve priorities for 
radio spectrum use by the Federal gov-
ernment, including the resolution of 
any conflicts in or among priorities 
under all conditions or crisis or emer-
gency. 

(3) The National Security Advisor, 
the Director of the Office of Science 
and Technology Policy and the Direc-
tor of the Office of Management and 
Budget shall, in consultation with the 
Executive Agent for the NCS and the 
NCS Committee of Principals, deter-
mine what constitutes national secu-
rity and emergency preparedness tele-
communications requirements. 

(4) The Director of the Office of Man-
agement and Budget, in consultation 
with the National Security Advisor and 
the NCS, will prescribe general guide-
lines and procedures for reviewing the 
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financing of the NCS within the budg-
etary process and for preparation of 
budget estimates by participating 
agencies. 

(d) Performance of essential govern-
ment and public services during a na-
tional emergency, as defined in section 
706 of the Communications Act (47 
U.S.C. 606), as amended, will require a 
means for communications between 
government and the private sector, 
communications essential to oper-
ations of elements of the national 
economy, and communications for na-
tional defense and civil defense pur-
poses. The needs of the private sector 
and those of government should be 
properly coordinated to ensure that re-
sponses to each of these communities 
of interest, government and private 
sector, are appropriately balanced. For 
this reason, with regard to wartime 
emergency functions, the Director, Of-
fice of Science and Technology Policy 
(OSTP), has delegated the responsi-
bility for the private sector to the 
Chairman, Federal Communications 
Commission (FCC), and responsibility 
for the needs of government to the Ex-
ecutive Agent, National Communica-
tions System (NCS). A parity of level 
of authority of these officials is estab-
lished. They will coordinate and nego-
tiate telecommunications conflicts 
with respect to the allocation and use 
of the Nation’s telecommunications re-
sources, reporting to the Director on 
unresolved issues which are within the 
domain of their respective responsibil-
ities and authorities. 

(e) In order to support the NS/EP 
telecommunications needs of the Fed-
eral government, State and local gov-
ernments, private industry and volun-
teer organizations, under all cir-
cumstances, including those of crisis or 
emergency, the following functions 
shall be performed: 

(1) The Secretary of Commerce, for 
all conditions of crisis or emergency, 
shall: 

(i) Develop plans and procedures con-
cerning radio spectrum assignments, 
priorities and allocations for use by 
Federal departments, agencies and en-
tities; and 

(ii) Develop, maintain and publish 
policy, plans and procedures for the 
control and assignment of radio fre-

quencies, including the authority to 
amend, modify or revoke such assign-
ments, in those parts of the electro-
magnetic spectrum allocated to the 
Federal Government. 

(2) The Director of the Federal Emer-
gency Management Agency shall: 

(i) Plan for and provide, operate and 
maintain telecommunications services 
and facilities, as part of its National 
Emergency Management System, ade-
quate to support its assigned emer-
gency management responsibilities. 

(ii) Advise and assist State and local 
governments and volunteer organiza-
tions, upon request and to the extent 
consistent with law, in developing 
plans and procedures for identifying 
and satisfying their NS/EP tele-
communications requirements. 

(iii) Ensure, to the maximum extent 
practicable, that national security and 
emergency preparedness telecommuni-
cations planning by State and local 
governments and volunteer organiza-
tions is mutually supportive of and 
consistent with the planning of the 
Federal Government. 

(iv) Develop, upon request and to the 
extent consistent with law and in con-
sonance with regulations promulgated 
by and agreements with the Federal 
Communications Commission, plans 
and capabilities for, and provide policy 
and management oversight of, the 
Emergency Broadcast System, and ad-
vise and assist private radio licensees 
of the Commission in developing emer-
gency communications plans, proce-
dures and capabilities. 

(v) Act as sponsor for State and local 
governments’ requests for tele-
communications service priority (TSP) 
in accordance with the Federal Com-
munications Commissions regulations 
and with procedures in approved NCS 
issuances. 

(3) The Secretary of State, in accord-
ance with assigned responsibilities 
within the Diplomatic Telecommuni-
cations Service, shall plan for and pro-
vide, operate and maintain rapid, reli-
able and secure telecommunications 
services to those Federal entities rep-
resented at United States diplomatic 
missions and consular offices overseas. 
This responsibility shall include the 
provision and operation of domestic 
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telecommunications in support of as-
signed national security and emer-
gency preparedness responsibilities. 

(4) The Secretary of Defense shall: 
(i) Plan for and provide, operate and 

maintain telecommunications services 
and facilities adequate to support the 
National Command Authorities and to 
execute responsibilities assigned by 
Executive Order 12333, December 4, 1981 
(46 FR 59941; 3 CFR, 1981 Comp., p. 200). 

(ii) Ensure that the Director of the 
National Security Agency provides the 
technical support necessary to develop 
and maintain plans adequate to provide 
for the security and protection of na-
tional security and emergency pre-
paredness telecommunications. 

(iii) Provide protection for interstate 
or foreign communication as directed 
by the President when the public inter-
est requires under section 706(b) of the 
Communications Act (47 U.S.C. 606(b)). 

(iv) In consultation with the Sec-
retary of Transportation, develop pol-
icy, plans and procedures adequate to 
enable a transfer of control over radio 
stations in the Aviation Service and 
aboard vessels in the Maritime Service 
to the Department of Defense during a 
national emergency pursuant to 
§ 202.1(b)(3) of these regulations. 

(5) The Attorney General shall, as 
necessary, review for legal sufficiency, 
including consistency with the anti-
trust laws, all policies, plans or proce-
dures developed pursuant to these reg-
ulations. 

(6) The Director, Central Intelligence 
Agency, shall plan for and provide, op-
erate and maintain telecommuni-
cations services adequate to support 
the Agency’s assigned responsibilities, 
including the dissemination of intel-
ligence within the Federal government. 

(7) Except as otherwise assigned pur-
suant to these regulations, the Admin-
istrator of General Services shall en-
sure that Federally owned or managed 
domestic communications facilities 
and services meet the NS/EP require-
ments of Federal civilian departments, 
agencies and entities. The Adminis-
trator shall perform these responsibil-
ities consistent with policy guidance of 
the Director of the Office of Manage-
ment and Budget. 

(8) The Secretary of the Interior shall 
develop and execute emergency plans 

with respect to the administration of 
telecommunications activities in the 
territorial and trusteeship areas under 
the jurisdiction of the United States 
and within the responsibility pre-
viously assigned to him by appropriate 
laws and other authority. 

(9) The Federal Communications 
Commission, consistent with its statu-
tory authority, shall: 

(i) Review the policies, plans and pro-
cedures of all entities licensed or regu-
lated by the Commission that are de-
veloped to provide national security 
and emergency preparedness tele-
communications services to ensure 
that such policies, plans and proce-
dures are consistent with the public in-
terest, convenience and necessity. 

(ii) Perform such functions as re-
quired by law with respect to all enti-
ties licensed or regulated by the Com-
mission, including (but not limited to) 
the extension, discontinuance or reduc-
tion of common carrier facilities or 
services; the control of common carrier 
rates, charges, practices and classifica-
tions; the construction, authorization, 
activation, deactivation or closing of 
radio stations, services and facilities; 
the assignment of radio frequencies to 
Commission licensees; the investiga-
tion of violations of pertinent law and 
regulation; and the initiation of appro-
priate enforcement actions. 

(iii) Develop policy, plans and proce-
dures adequate to execute the respon-
sibilities assigned pursuant to these 
regulations under all conditions of cri-
sis or emergency. 

(iv) Consult as appropriate with au-
thorized officials of the NCS to ensure 
continued coordination of their respec-
tive NCS activities. 

(10) The National Communications 
System (comprised of the Executive 
Agent for the NCS, the NCS Committee 
of Principals, and the Manager, NCS) 
shall assist the President, the Director 
of the Office of Science and Technology 
Policy, National Security Advisor and 
the Director of the Office of Manage-
ment and Budget in the exercise of na-
tional security and emergency pre-
paredness telecommunications func-
tions and responsibilities and in the co-
ordination of the planning for and pro-
vision of national security and emer-
gency preparedness communications 
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for the Federal government under all 
circumstances, including crisis or 
emergency, attack, recovery and recon-
stitution. 

(11) The Executive Agent for the NCS 
shall: 

(i) Ensure that the NCS conducts uni-
fied planning and operations, in order 
to coordinate the development and 
maintenance of an effective and re-
sponsive capability for meeting the do-
mestic and international national secu-
rity and emergency preparedness needs 
of the Federal government. 

(ii) Ensure that the activities of the 
NCS are conducted in conjunction with 
the emergency management activities 
of the Federal Emergency Management 
Agency. 

(12) The Manager, NCS shall: 
(i) Develop for consideration by the 

NCS Committee of Principals and the 
Executive Agent: 

(A) A recommended evolutionary 
telecommunications architecture de-
signed to meet current and future Fed-
eral government national security and 
emergency preparedness telecommuni-
cations requirements. 

(B) Plans and procedures for the 
management, allocation and use, in-
cluding the establishment of priorities 
or preferences, of Federally owned or 
leased telecommunications assets 
under all conditions of crisis or emer-
gency. 

(C) Plans, procedures and standards 
for minimizing or removing technical 
impediments to the interoperability of 
government-owned and/or commer-
cially provided telecommunications 
systems. 

(D) Test and exercise programs and 
procedures for the evaluation of the ca-
pability of the Nation’s telecommuni-
cations resources to meet national se-
curity and emergency preparedness 
telecommunications requirements. 

(E) Alternative mechanisms for fund-
ing, through the budget review process, 
NS/EP telecommunications initiatives 
which benefit multiple Federal depart-
ments, agencies or entities. Those 
mechanisms recommended by the NCS 
Committee of Principals and the Exec-
utive Agent shall be submitted to the 
Executive Office of the President. 

(ii) Implement and administer any 
approved plans or programs as as-

signed, including any system of prior-
ities and preferences for the provision 
of telecommunications service, in con-
sultation with the NCS Committee of 
Principals and the Federal Commu-
nications Commission, to the extent 
practicable or otherwise required by 
law or regulation. 

(iii) Implement, with the assistance 
of appropriate Federal agencies, a de-
centralized National Telecommuni-
cations Management Structure 
(NTMS) capable of functioning inde-
pendently in support of appropriate au-
thority within the terms and guide-
lines delineated in the White House ap-
proved Implementation Concept. 

(iv) Conduct technical studies or 
analyses, and examine research and de-
velopment programs, for the purpose of 
identifying, for consideration by the 
NCS Committee of Principals and the 
Executive Agent, improved approaches 
which may assist Federal entities in 
fulfilling national security and emer-
gency preparedness telecommuni-
cations objectives. 

(v) Develop an NCS Issuance System 
of official documents to implement, es-
tablish, guide, describe or explain orga-
nizational responsibilities, authorities, 
policies and procedures. 

(13) The NCS Committee of Prin-
cipals shall: 

(i) Serve as the forum in which each 
member of the Committee may review, 
evaluate and present views, informa-
tion and recommendations concerning 
ongoing or prospective national secu-
rity and emergency preparedness tele-
communications programs of the NCS 
and the entities represented on the 
Committee. 

(ii) Serve as the forum in which each 
member of the Committee shall report 
on and explain ongoing or prospective 
telecommunications plans and pro-
grams developed or designed to achieve 
national security and emergency pre-
paredness telecommunications objec-
tives. 

(iii) Provide comments or rec-
ommendations, as appropriate, to the 
National Security Council, the Direc-
tor of the Office of Science and Tech-
nology Policy, the Director of the Of-
fice of Management and Budget, the 
Executive Agent, or the Manager of the 
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NCS, regarding ongoing or prospective 
activities of the NCS. 

(14) All Federal departments and 
agencies shall: 

(i) Prepare policies, plans and proce-
dures concerning telecommunications 
facilities, services, or equipment under 
their management or operational con-
trol to maximize their capability to re-
spond to the national security and 
emergency preparedness needs of the 
Federal Government. Such plans will 
be prepared, and the operations will be 
executed, in conjunction with the 
emergency management activities of 
the Federal Emergency Management 
Agency, and in regular consultation 
with the Executive Agent for the NCS 
and the NCS Committee of Principals. 

(ii) Cooperate with and assist the Ex-
ecutive Agent for the NCS, the NCS 
Committee of Principals, the Manager 
of the NCS, and other departments and 
agencies in the execution of the func-
tions set forth in this regulation, fur-
nishing them such information, sup-
port and assistance as may be required. 

PART 211—EMERGENCY RESTORA-
TION PRIORITY PROCEDURES FOR 
TELECOMMUNICATIONS SERV-
ICES 

Sec. 
211.0 Purpose. 
211.1 Authority. 
211.2 Definitions. 
211.3 Scope and coverage. 
211.4 Policy. 
211.5 Priorities. 
211.6 Submission and processing of restora-

tion priority requests. 
211.7 Obligation of carriers. 

AUTHORITY: 84 Stat. 2083 and Executive 
Order 12046, 43 FR, 13349 et seq., March 29, 
1978. 

SOURCE: 43 FR 50431, Oct. 30, 1978, unless 
otherwise noted. 

§ 211.0 Purpose. 
This part establishes policies and 

procedures under which government 
and private entities will be furnished 
restoration priorities to insure that 
leased intercity private line tele-
communications services vital to the 
national interest will be maintained 
during the continuance of a war in 
which the United States engaged. It su-

persedes the Director of Telecommuni-
cations Management Order of January 
15, 1967 (32 FR 791, 47 CFR 201), which is 
hereby canceled. To assure the effec-
tive ability to implement its provi-
sions, and also in order that govern-
ment and industry resources may be 
used effectively under all conditions 
ranging from national emergencies to 
international crises, including nuclear 
attack, a single set of rules and proce-
dures is essential, and they must be ap-
plied on a day-to-day basis so that the 
priorities they establish can be imple-
mented at once when the occasion 
arises. As provided for in part 18 of Ex-
ecutive Order 11490, as amended (3 CFR, 
1966–1970 Comp., p. 820), policies, plans, 
and procedures developed pursuant to 
the Executive order shall be in con-
sonance with the plans and policies 
contained in this part. 

§ 211.1 Authority. 
(a) Authority to direct priorities for 

the restoration of communications 
services in national emergencies is 
vested in the President, including au-
thority conferred by section 103 of the 
National Security Act of 1947, as 
amended (50 U.S.C. 404), section 101 of 
the Defense Production Act of 1950, as 
amended (50 U.S.C. App. 2070), section 
201 of the Federal Civil Defense Act of 
1950, as amended (50 U.S.C. App. 2281), 
section 1 of Reorganization Plan No. 1 
of 1958, as amended (3 CFR, 1954–1958 
Comp., p. 447), and section 606 of the 
Federal Communications Act of 1934, as 
amended. (47 U.S.C. 606). 

(b) Authority to develop plans poli-
cies, and procedures for the establish-
ment of such restoration priorities has 
been delegated to the National Secu-
rity Council, by Executive Orders 11051, 
11490, and by the President’s Memo-
randum of August 21, 1963 (28 FR 9413, 3 
CFR part 858 (1959–63 comp.)), all as 
amended by Executive Order 12046, (FR 
43, 13349 et seq.). 

§ 211.2 Definitions. 
The following definitions apply here-

in— 
(a) Communications common carrier or 

carrier means any person gaged in com-
munications common carriage for hire, 
in intrastate, interstate, or inter-
national telecommunications. 
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